SECURIKEY®

Biometric Jewellery Drawer Safe
SDDS2-ZE-BIO

operationinstructions

Thankyou forusingthis product. Please read the product manual
carefully before installation

Note: The factory default password is 123456.
Spare keys should not be placed in the storage compartment



Product parameters:

Working power supply: lithium-ion battery
Number of passwords: 260 Password length: 6-12 Working voltage: 3.5V~4.2V

digits Standby current: < 55uA
Number of fingerprints: 40 Emergency power supply: 5V Type-C
Number of administrators: 9 Relative humidity: 20% RH~90% RH

Working temperature:-20°C~+55°C

Analysis of functional parts:

display screen D
Reset key T Hhe
(At the top of the drawer)
Drawer 1 -~/
Drawer2 ——"

The factory default passwordis "123456",
pleasedo not put the spare key in the storage compartment

Unlock method:

After asingle successful verification, alldrawers can be

continuously opened, and sleep after 8 seconds without operation.
(1) Password unlocking: Touch the digital area to wake up the system, enter the
initial password "123456" and press "#" to confirm.

(2) Fingerprintunlocking: Any fingerprint can be unlocked.

Password/fingerprint correct: The LED screendisplays "On 1/0n 2" and can be
opened by pressing the corresponding number.

Password/fingerprint error: LED screen display verification failed.

Restore factory settings:

1.Whenthedoorisopen, pressand hold the reset button for 10 seconds, and the
display screen will display "Restore factory settings later". At this time, it can
bereleased, indicating successful restoration; The password and all
fingerprints have been cleared and restored to the factory state.

2. Select Restore Factory Settings from the System Management menu.



Function settings:

[ Qﬂ Enterthe settingsinterfaceI 6 "Confirm" keyI 0 Clear/Back key]

Enter the settings menu:

Touch thedigital areato wake up the system, press "* #", enter the administrator
password (initial password "123456" or any fingerprint), and press "#" to

1 . Registe rEd user [ oe EnterthesettingsinterfaceI 6 "Confirm" keyI ° Clear/Back key J

(enter fingerprint and password)

( Enterthe 6-12 digit password A

1 ADDADmin and press Confirm with '#',
1.ADDUser 1. ADDKeyFlng r _ enter twice(Enter password) /
Pressthefingerprint5times
00 2 ADDUser

from multiple angles
(Enterfingerprint)

Enter the settings interface

Note: Please enter the management user first,and then enter the regular user,

which can be entered continuously; Press' * 'to move back to the previous menu level.

Administrator registration number 001-009 Ordinary user registration number 010-300

(1) Register management user — Register fingerprint password — Please press voice
operation (enter 6-12 digit password at this time, press "#" to confirm, enter twice
(password input), or press multiple angles 5 times (fingerprint input)) to add
successfully.

(2) Register as aregular user — Register fingerprint password — Please press voice
operation (enter 6-12 digit password at this time, press "#" to confirm, enter twice
(enter password), or press fingerprint from multiple angles 5 times (enter
fingerprint)) to add successfully.

2. Delete User [oe Enterthesettingsinterfacel9 "Confirm" keyl° Clear/BackkeyJ

s N

1.VerifyDel fgd 1.DelKeyFing [mud Enterarggistered
kfmgerprlntorpassword )
(Enterthe numberofthe |
PR\ [TTH LTI — B IICAAYLITS- I — | password or fingerprint to
Enterthesetﬂngsnnterface be deleted

J

Note: User number 001 cannot be deleted (administrator registration
number 001-009 ordinary user registration number 010-300)

(1) Verify deletion — Delete according to registered fingerprint/password
information — Delete successfully.

(2) Number deletion — Delete according to the numberinformation assigned during
successful registration — Delete successfully.



3. System Settings [09 Enterthesettingsinterfacele "Confirm" keyIQ Clear/Backkey}

r-’[ Enteryear/month/day/time ]
<

Open the graffitiapp on

) D your phone
_ BRGNS — REUMEIEERN — | Click to add device
Please refer to item 6 of this manual for \SearchAdd Y,

the specific steps of networking settings.

B 5 volumeSet IR Press the number 2 to switch between
3.SysSet g 2.FunctionSet ‘ [HIG], [Low], and [Off]

00 M 3 cverSet BN Pressthe number 3 to switch between

Enter the settingsinterface [off] and [on]

Pressthe number4to switch between
[f3¢7] and [English]

" 3.ResetSet N Press' # 'to confirm. At this point, clear all current fingerprints
: and passwords and restore them to their factory state.

(1) Time setting = Follow the prompts to operate. (Automatic update time after distribution
network)

-

4.Language [

(2) Function settings

(D Networking settings: Devices can be connected to the internet and require the use of a
graffitiapp for network distribution. After distribution, the lock will be uploaded and
unlockedFunctions such asrecording, remote unlocking, error alarm, vibration alarm,
battery display, member management, etc.

*Note: The specific steps for setting up the internet connection can be found initem 7 of this
manual.

@ Volume setting: System volume setting, with three settings options: high and low. (default
high)Press the number 2 to switch between [High], [Low], and [Off].

3 Vibration switch setting: After turning on the vibration switch, if vibration or password
fingerprinterroris detected for 5 consecutive times, the alarm will start. At the same time,
pressing the buttonis not operable, and entering the correct fingerprint can clear the
alarm. (Default Off)Press the number 3 to switch between [Off] and [On] system anti-theft
settings.

@ Language setting: Chinese and English switching button. After switching to English, the LED
screendisplays textand prompttonein English. (Default Chinese) Press the number 4 to
switch between [Chinese] and [English].

(3) Restore factory settings: Press "#" to confirm. At this time, all current fingerprints and
passwords will be cleared and the factory status will be restored.

4. Data Statistics and Records [09 EnterthesettingsinterfaceI9 "Confirm" keyI © clear/Back key]

1.AdminData

2. UserData Dlsplaythe‘current.numberof
registered fingerprints and passwords
00
Enter the settings interface 3.0perate Data




6. Specific steps for networking settings:

Scanthe QRcode ontheright, download and install the graffitiapp, and register to
enter the operationinterface.

Note: Please turn onyour phone's Bluetooth firstand ensure that your phoneis
connected toa2.4GHz wireless network.(does not support 5GHz frequency band
and mobile hotspot)

1.Inthe double-layer storage and extraction settings interface @@ Enterthesettingsinterface ,
select "3 System Settings", then select "2 Function Settings", and then press "1
Networking Settings" to enter the distribution network status. (Continuous
"drip" sound prompt on the distribution network)

2.Inthe APP, click "+"—"Add Device"—"Select Add"—
"Enter Wireless Network Password"—"Successfully Added".

Mobile interface diagram:
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Remarks:
1. After successful networking, the time will be automatically updated.
2. Press'# 'toremotely unlock within the app.

3. Everytimethelockisunlocked, the corresponding unlocking
information will be uploaded to the app.

<:| 4. Enteringtheincorrect password/vibration information five times will
uploadittotheapp.

5.Do not connect to mobile hotspot during network distribution, and
ensure thatyou are connected to a2.4GHz network, otherwise you will be
prompted for failure.

6.You can turn off message push or selective pushinthe app's "My
Settings APP Message Notification".
7. Other:

1.When prompted that the battery is low, please select a 5V Type-C charging wire
tochargeinatimely manner.

2. Supportsvirtual passwords, with a maximum of 30 virtual passwords.

Example: The correct password is 686868, which can be entered as
121746868689498133




SDDS2-ZE-BIO



